
LEXISNEXIS ANSWERS TO  

CLARIFICATIONS 
 

 
1) Please provide escalations Procedures – levels, timeframes and who determines where 

issues fall on their levels 
 

LexisNexis Risk Solutions (LNRS) offers 24-hour telephonic support through a toll-free 
number. For all problems you may also contact your designated, assigned LNRS client 
manager by phone or email. 
 
When required, LNRS Customer Support or your client manager will escalate an issue to the Tier 1 
Technical Team. Tier 1 support includes critical issues that halt or significantly disrupt the LNRS 
system operations. Tier 1 support will be provided 24 hours per day, seven days per week. LNRS will 
respond as follows: LNRS will strive to acknowledge receipt of a reported problem within a reasonable 
time after receiving notification. LNRS will strive to provide follow-up status within a reasonable time 
after receiving notification. LNRS will provide periodic updates throughout the problem's lifecycle, 
until all issues are resolved. 
  
When required, the Tier 1 Technical Team will escalate an issue to the Tier 2 Technical Team. Tier 2 
support includes troubleshooting important issues that disrupt or interrupt the data exchange 
between LABOR and the LNRS system. This could include one or more of the following: (1) partial 
access to the LNRS system or product, (2) partial use of data or functions, (3) reduced performance 
due to service interruptions, and (4) business operations interrupted. LNRS will respond as follows: 
LNRS will strive to acknowledge receipt of a reported problem within 1 hour of receiving notification. 
LNRS will provide follow-up status within a reasonable time after receiving notification. LNRS will 
provide periodic updates throughout the problem's lifecycle, until all issues are resolved.   

 
2) Please confirm the availability of their Help Desk? 

 

The help desk is available by phone 24 hours a day. 

 
  



3) Please provide an example of their Employer Search results? 
 

 
 
  



4) Please address your system’s ability to provide Ad Hoc Reporting or how the system is able 
to address custom reporting including timelines for data/report production? 

 

LexisNexis offers extensive reporting options through the online Accurint solution. For example, 
below is a screenshot of options for the Comprehensive Report. 
 

 
 
We are also capable of supplying a more administrative type of report.  Below is an example of a Usage 
Report showing the number of distinct types of searches run during a month.  It can also be done for a 
particular set of dates, not just monthly. 



 
 
Moreover, this type of report can be generated for specific agency users, or all users on a particular 
report. 
 
 

5) Jail Booking data – how many jurisdictions, states and plan of action to bring the missing 
states into the product. 

 

You will have access jail booking data, including over 160 million booking records from 2,900+ jails 
and Departments of Correction databases nationwide. Local booking data is available from facilities in 
45 states plus D.C., and state departments of corrections data is available from 27 states.  In Indiana 
we have incarceration data for 81 of the 92 Counties, or  90.49% of the population and Charge Data 
(i.e., the charge an individual is accused of) for 84.58% of the population.   
 
Appriss Insights is constantly working with States to engage and add or increase their incarceration 
data contribution.  There is no other incarceration data network that provides the breadth of 
incarceration data that Appriss can provide, in almost real time. 

 
6) How current is data contained within their system especially Jail Bookings? 

 

The Dataset updates every hour, and as frequently as every 15 minutes. 

 
7) DCS uses non-static IP addresses.  Does your system use IP addresses as a part of your 

account authentication?  What factors are used? 
 

Yes, our system uses IP addresses as part of the authentication process for access, so use of a 
dynamic IP could necessitate the need for an alternate process.  If you use a specific range or ranges 
of IP addresses for your user access, we can list the range or ranges as authorized.  If that is not the 
case, we can work with you to give your users access through another authentication process. 



 
8) Need to understand if your system can produce an invoice that is specific to each group 

utilizing the contract and an example of the invoice. 
 

Yes, our system can produce an Invoice that is specific to each group utilizing the contract.  We do 
those for many agencies that want or need to keep track of billings for their Bureaus.   
The example below is an illustration of what such an Invoice would look like (with account-specific 
information blurred). 
 
Under the “New Activity Summary” section of the Invoice for the Parent Account # 182****, you can 
see that there are 3 billing components, or Sub-Accounts that makeup the entire monthly Invoice 
total of $4,479.91:  Bureau “1” with a Billing ID #167**** incurred $1,949.51 in charges for the 
month.  The breakdown of specifics for that appears on page 2 showing that Sub-Account ID # 
167**** used 10,049 instances of Instant ID (XML) at a price of $1,949.51.  The other 2 Sub-Accounts 
on that Parent Account # 182**** are similarly accounted for. 
 
There is no limit on Sub-Accounts that you can create for a Parent Account, and there is no limit on 
Parent Accounts with Subs or stand-alone Accounts for an Agency.  We work with you and tailor the 
accounting and Invoicing to fit your needs. 
 
 
 



 
 



 
 

9) Is your system FED RAMP compliant? 
 

While LNRS does not measure compliance with FedRAMP, we have an established information 
security program that is based on an internationally accepted framework, ISO 27002. LNRS chooses 
the ISO international standard as its primary framework of controls because this standard is utilized 
by the majority of customers across a multitude of industry sectors and geographies around the 
world. Should you determine at time of contract that LNRS controls do not meet adequate risk 
compensation according to specific your requirements, LNRS will work with you to develop a mutually 
agreeable compliance plan. It would be very extensive to describe here all of the security controls 
established by the ISO 27002 framework, but some of the reference control objectives are: strict 
access controls with periodic entitlement reviews, strong network segmentation, a standard three-
tier architecture model (web, app, DB) separated by hardened firewalls, active IPS/IDS and enterprise 
monitoring and logging, servers/databases/network infrastructure built on industry standard security 
configurations, full background checks for all employees, policies and procedures based on the ISO 
27002 standard, yearly independent SOC2 Type II audits, and a robust computer incident response 
plan. While LNRS does not measure compliance with FedRAMP, we have an established information 
security program that is based on an internationally accepted framework, ISO 27002. LNRS chooses 
the ISO international standard as its primary framework of controls because this standard is utilized 
by the majority of customers across a multitude of industry sectors and geographies around the 
world. Should you determine at time of contract that LNRS controls do not meet adequate risk 
compensation according to specific your requirements, LNRS will work with you to develop a mutually 



agreeable compliance plan. It would be very extensive to describe here all of the security controls 
established by the ISO 27002 framework, but some of the reference control objectives are: strict 
access controls with periodic entitlement reviews, strong network segmentation, a standard three-
tier architecture model (web, app, DB) separated by hardened firewalls, active IPS/IDS and enterprise 
monitoring and logging, servers/databases/network infrastructure built on industry standard security 
configurations, full background checks for all employees, policies and procedures based on the ISO 
27002 standard, yearly independent SOC2 Type II audits, and a robust computer incident response 
plan. While LNRS does not measure compliance with FedRAMP, we have an established information 
security program that is based on an internationally accepted framework, ISO 27002. LNRS chooses 
the ISO international standard as its primary framework of controls because this standard is utilized 
by the majority of customers across a multitude of industry sectors and geographies around the 
world. Should you determine at time of contract that LNRS controls do not meet adequate risk 
compensation according to specific your requirements, LNRS will work with you to develop a mutually 
agreeable compliance plan. It would be very extensive to describe here all of the security controls 
established by the ISO 27002 framework, but some of the reference control objectives are: strict 
access controls with periodic entitlement reviews, strong network segmentation, a standard three-
tier architecture model (web, app, DB) separated by hardened firewalls, active IPS/IDS and enterprise 
monitoring and logging, servers/databases/network infrastructure built on industry standard security 
configurations, full background checks for all employees, policies and procedures based on the ISO 
27002 standard, yearly independent SOC2 Type II audits, and a robust computer incident response 
plan.  

 
 

 
 


